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Annotation. The article is devoted to the development of a methodological 
framework use neural networks for recognition of cyber attacks, allowing to 
identify promising areas for further research to establish effective neural 
network recognition systems cyberattacks. To this end, developed a 
conceptual model, which is due to the specification of assessment parameters 
and factors affecting the efficiency of neural network recognition process 
cyberattacks, allows detailing areas for further research in this area. There 
is also provided a number of new guidelines for the use of neural networks 
for cyber recognition that by taking into account the degree of maintenance 
of neural network model of the task characteristics correlating the expected 
outputs of the neural network model with similarity cyberattacks with each 
other, the application of wavelet transform theory to predict the number of 
requests to the server and use the productive rules for the formation of case 
studies provide an opportunity to improve the efficiency of neural network 
pattern recognition.  


