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MATEMATHUYHE MOJIEJTIOBAHHSI TA CTPATEITI AJANITALII B
MPOTUCTOSIHHS KPUIITOBAJIIOT TA KBAHTOBUX KOMIT'IOTEPIB

Anomauin. Cmamms npucesuena 0ocuioxcenuto cmitikocmi kpunmosaniomuux cucmem (KBC) 6 ymosax nosux
3a2po3, NOB'A3AHUX i3 POZGUMKOM KEAHMOBUX 00uuciens. Hisnbhicmb npedcmagiena ougepenyianvha icposa mooeib,
wo 0ossonse gopmanizysamu ezaemoodisi KBC i keanmosux komn'tomepis (KK), i nasims ananizyeamu ix 83aemo8nius.
Memooonoeia 00cnioxicen s IPYHMYEMbCA HA 3ACOCYB8ANHI OughepenyianbHoi meopii ieop 011 MOOen08AHHA OUHAMIKU
PO3ROOINY pPecypcié MINC CIMOPOHAMU Ma OYIHKU IX cmpameziil 8 YMOBAX HEeGUBHAYeHOCMI ma KOHKypenyil. Y xo0i
Mooentoeanns Oyau posenanymi pisui cyenapii npomucmosanna mixe KBC ma keanmogumu 00uucieHHAMU, Wo 003801UI0
BUABUMU KNOYOBI 3AKOHOMIPHOCII ma hakmopu, AKi cymmeeo 6nauaiomsv HA egeKmusHicms Kpunmozpagiunozo
3axucmy, a makolic 004UCTIO8aNbHI MOdCIUeocmi amakylouux 3 guxopucmanuam KK. Ocobnugy yeazy npudineno ananizy
DI3HUX MemoOdi8 3axucmy yupposux axmueie 3a YMO8 MOMCIUBUX KEAHMOSUX 3aepo3. Pezynemamu oOocniodxcenns
MOACYMb Oymu OCHOB0I OJisk PO3POOKU HOBUX CMAHOAPMIE KpUnmozpapiunoi besneku ma adanmueHux cmpameziil
saxucmy, aKi 6y0ymov eQeKmusHUMU 6 YMOBAX WIBUOKO20 3POCMAHHA OOUUCTIO8ATLHUX NOMYICHOCMEN KEAHMOBUX
MexXHOI02Il.

Kniouosi cnosa: xeanmogi obOuucnenHs, Kpunmoeanomu, Kpunmozpagiuna Cmiikicme, MmamemMamuine
MOOeN08aHHS, pecypcu pO3N0OLLY, KBAHMOSI 3a2PO3U, CMpamezii 3axucmy.

Beryn. CydacHi BUKITMKY B raity3i iHGopmaniiiHoi 6e3neku (gami Ib), mos's3aHi 3 po3BUTKOM
KBaHTOBUX OOYHCIIEHb, CTABIIATH IiJl 3arpo3y CTIMKICTh KpUNTOrpadiuHUX METOAIB, IO JIEXKAaTh B
OCHOBI O1TBIIOCTI IIM(PPOBUX CUCTEM, Y TOMY UuCIi KpunToBatoT. KpuntoBamortu (nani KB), 3rigHo
3 [1], MOXyTb cTaTh OCOOIMBO Bpa3jIMBUMHU B YMOBax MOsBH KBaHTOBHX KoMmm'torepiB (nani KK),
3aTHUX BUKOHYBaTH OOYMCIEHHs, HEAOCTYIHI TpaauuidHuM cuctemMaM. OcHOBHa mpoOiemMa
MOJIATAa€ B TOMY, 110 KBAaHTOBI alropuTMH, Taki sk anroputMm Llopa [2, 3], MOXyTb epeKTUBHO
BUpIIIYBAaTH 3a/a4i, Ha SAKUX Oa3ylOThCS aCHUMETpU4HI KpunTorpadiuHi CXeMH, Halpukial,
(dakTopH3aliio HUTUX YHUCced 1 OOUYMCICHHS TUCKPETHOTO Jiorapu@my, 10 MOTEHLIHHO JO3BOJIUTh
3IOBMUCHUKAM 3 BUKOPUCTAHHSM KBAaHTOBHUX OOYHCIIOBAJIBHUX TOTYXHOCTEH OOXOIUTH
Kkpunrtorpadiuni. Buxosuu 3 1poro, J0CIIKEHHS B rainy3i MojieatoBanHs B3aemoaii Mixk KB ta KK
€ AaKTyaJbHMM, OCKUIbKM BOHO [O3BOJHTH CIPOTHO3YBaTH JWHAMIKYy MPOTUCTOSHHS MIXK
TEXHOJIOTISIMU 3aXUCTY JTAHUX Ta 3arpo3aMH, COPUIMHEHUMH PO3BHTKOM KBAHTOBHX OOYHCIIEHB. I,
30KpeMa, MOJICTIOBAaHH 3 BUKOPUCTaHHSAM METO/IIB AU(epeHiiaibHol Teopil irop Hajae yHIKaIbHUN
IHCTPYMEHT JAJIsl aHaJi3y aAalTUBHUX CTPATETidl CTOPiH, K1 BPaXOBYIOTh OOMEXEHICTh PECypCiB Ta
JMHAMIYHY 3MiHY MapaMeTpiB CUCTEMH. Y TaKUX MOJEINAX PeCcypcH CTOPiH MOXKHa KiacudikyBaTu
Ha KiJbKa KaTeropiil, Hanpukian, ;s KB ne, nepir 3a Bce, MeToau Ta 3acodu KpuntorpadiaHoro
3axXHCTy, 1[0 BKJIIOYAIOTh AJITOPUTMU MIM(PYBaHHS, 5SKI € CTIHKUMU 10 aTak. CIOJM TaKOX BXOJAATh
pecypcu, CrpsMOBaHI Ha MOJEPHI3aIlil0 KpunrorpadiyHux MEXaHI3MiB y BIJIMOBiAL HOBI 3arpo3Hu.
BinmoBigHo, 1isi KBAHTOBUX OOYMCIIEHB PECYpCH BKIIOYAOTH oO4HcItoBalbHI moTykHOCTI KK, a
TaKOX IHPPACTPYKTYPY Ta AOCTIAHUIIBKI 3yCHILISA, CIPSIMOBAHI HAa PO3BUTOK I11€1 TEXHOJIOTI.
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3anpornoHoBaHa B poOOTi METOIMKA aHaNi3y nepeadaydae moOy1oBy MaTeMaTHUHOI MOJEIi, 10
onucye B3aemoxito cropiH, Ae KB Tta KK Bucrymatore sik rpasmi. JlaHa Mopelb J03BOJISE
dbopManizyBaTH TPOIECH PO3MOJIITY PECYpCiB Ta MPOTHO3YBAaTH PE3YyJIbTaTH IPOTUCTOSIHHS 3
ypaxyBaHHSIM Pi3HUX CIIeHapiiB. BBaxkaemo, 110 TaKui MiaXix MOXKE BIAKPUTH HOB1 MOMJIMBOCTI JIJISt
BUPOOJICHHSI CTpATerii afganTarii Ta 3aXUCTy, CIPSIMOBAaHUX Ha MiHIMI3allil0 PU3UKIB, OB'SI3aHUX 13
KBaHTOBUMH 3arpo3amu Juis KB.

TakuM 4YMHOM, BHUXOISYM 3 BHINE CKAa3aHOTO, JOCHIHKEHHS MpOOJIeMH CTIHKOCTI
KPUNTOBAIIOTHUX CUCTEM B YMOBAX KBAaHTOBUX OOUYUCIIEHb HE TUIBKU MA€ TEOPETHUHY 3HAUUMICTb,
a i Mae BUCOKY MPAKTHYHY IIHHICTb, OCKIJIBKH pe3yJbTaT MOAIOHOTO aHali3zy MOXYTh OyTH B
MOAAJIBIIIOMY BUKOPHUCTaH1 JIJIsl PO3POOKH HOBHX CTaHIAPTIB KpunTorpadidyHoi 6e31eKku, CTBOPEHHS
MPOTOKOJIB 3aXUCTy HU(POBUX aKTUBIB 1 (POPMYBaHHS TOBIOCTPOKOBOI CTpaTerii .

OrJsia nonepeaHix gocaikenb. B yMoBax cTpiMKOTro po3BUTKY KBAaHTOBHX OOUYHUCIICHB [4, 5]
MOCHJIFOETHCS. HEOOXITHICTh Yy JOCHIUKEHHI MeXaHI3MIB TPOTUIIl 3arpo3amM, IMOB'SI3aHUM i3
BukopuctanusMm KK nns atak Ha icHyroui kpuntorpadiuni cuctemu [6, 7]. KBaHTOB1 anroputMu, Taki
sk anroput™ llopa [8] Ta anroputm ['poepa [9], HamaroTh 3HAYHI TIepeBaru y BUPIIICHH] 3aBIaHb
¢dakTopuzaiii Ta MOUIYKY, IO CTaBUTh MiJl 3arpo3y Oe3meKy TpajuliiHUX KpUNTOrpadiuHUX
anroputMiB, Takux sk RSA, ECC ta AES.

3 iH1oro 60Ky, po3poOKa MocTKBaHTOBHUX anroputMis [ 10] Ta MoaepHizalis KpunrorpapiayHux
cucTeM, K OyJo moka3aHo y poborax [8, 9-12], 3a0e3nedyoTh aKTUBHY IPOTHIIIO UM 3arpo3aM.
[IpoTe, nuHaMika OPOTUCTOSHHSA MK 3ac00aMH 3aXMCTy Ta aTaKylOUMMH TE€XHOJIOTiIIMH BHMarae
PETEeIbHOr0 MaTEeMAaTUYHOTO MOJENIOBAHHS, 00 Mepen0aunuTH MOBEIIHKY 000X CTOPIH Yy pi3HUX
crueHapiax. ToMy HOBI JOCHIKEHHS Y [bOMY HampsMi € peJIeBaHTHUMH.

MeTo10 10CTiTKEHHA € PO3POOKA MATEMATUIHOT MOJIENI B3a€EMO/Iii KPUIITOBATIOTHUX CHCTEM
Ta KBAaHTOBUX KOMI'IOTEpPIB Ha OCHOBI JudepeHIianbHOI Teopii irop uig aHamily AWHAMIKH
po3moIiTy pecypciB cTopiH Ta (GopmyBaHHS e(EKTHBHHX CTpaTerid ajanTaiii KpunrorpadigHux
MEXaHI3MIB /10 KBAaHTOBMX 3arpo3. llpum 1poMy 0O'€KTOM JAOCHIIKEHHS € Kpunrorpadiuxi Tta
O0YHCITIOBANIbHI CHCTEMH, 10 B3a€MOIIIOTh B YMOBAX PO3BUTKY KBAaHTOBUX OOYHCIICHb, 3 aKIIEHTOM
Ha KPUIITOBAJIOTHI MIaT(GOPMU SIK HAMOLIBII ypa3auBi A0 aTaku 3 OOKY KBaHTOBHUX KOMII'FOTEpIB.
[IpenMerom AOCHIIKEHHSI € MEXaHI3MH PO3MOJUTY PECYPCIB MK CTOPOHAMU (KpUITOBAIIOTAMHU Ta
KBaHTOBMMHM KOMIT'FOTEpaMH) Y JMHAMIuHii B3aeMO[ii, BKIIOYAIOUN AJaNTUBHI CTpaTerii 3aXUCTy
KpUnTorpadiuHux CUCTEM Ta 30UIbLICHHS OOUNCIIOBATIbHUX OTYKHOCTEH.

MeTtopoJiorisi JociAKeHHsI 3aCHOBaHA Ha 3aCTOCYBaHHI JAuQepeHniaabHoil Teopii irop [13,
14] st mMonenmioBaHHS B3a€MOJIl JABOX CTOPIH — KPUNTOBAIIOTHUX CHCTEM Ta KBAaHTOBUX
komm'totepiB (KK). Audepenuianbhi irpu sk po3ii Teopii ONTUMAIBHOTO YIIPaBIIiHHS J103BOJIIOTh
OMMCYBaTH JMHAaMIYHI MpOIECH, € CTpaTeridyHa IOBEJIHKAa Y4YaCHUKIB BHU3HAYAETHCS 3MIHOKO
napaMeTpiB CUCTEMH B 4aci. BUKOpUCTaHHS 3alIponoOHOBaHOI y pOOOTI cUCTeMH TudepeHIiaTbHIX
PIBHSIHb JJIs ONKCY CTaHy PECypcCiB CTOpiH 3abe3nedye MOXKIMBICTh OONIKY TaKMX UMHHUKIB, SIK
OOMEKEHICTh pecypciB, iX LITECHPSIMOBAHUM PO3MOALT Ta YacOBI XapaKTePUCTUKU ajaanTamii. Y
paMKkax 1mo0y10BaHOi MoelNi KpunToBaltoTHI cuctemMu Ta KK po3rismatoThes sk rpasill, SKi MalOTh
npotunexHi 1. s KB MeToro € MakcuMizallis piBHS 3aXUCTY 32 paXyHOK 3aCTOCYBAaHHS CTIMKHX
KpunTorpadiuHUX aaropuTMiB Ta MozepHizamii MexanizMmiB Oesneku. s KK, cBoero ueproto,
METOI0 € JIOCATHEHHS OOYMCIIOBAJIBHUX MOTYKHOCTEH, JOCTaTHIX YCHIIIHOTO 00XOmy
KkpunrorpadiuHux Oap'epis.

JisITBHICTD TPOIIEC B3a€MO/IiT CTOPIH OMUCYETHCS 3 JOOMOT0I0 Ha0Opy PYHKLIN YIIpaBIiHHS,
0 XapaKTepU3yIOTh BUTPATH pECypciB BIANOBIAHI cTparterii. JlMHaMika 3MIHHM HapaMeTpiB
NpEJCTaBICHa SK CHCTEMH 3BHYAHMX IU(EepeHIiabHUX pIBHSAHb, J€ KOXKHA 3MiHHAa MOl
B1JIOMBA€ piBeHb pecypciB OOKY (HampUKIIAJ, piBE€Hb KPUIITOTpagidHOro 3aXUCTY, MOJIEpHI3alliiiH1
pecypcu KB, kBaHTOBI 004MCIIOBaNIbHI TOTYHOCTI Ta pecypcH iHppacTpyKTypH). s BU3HaUCHHS
ONITUMAIIHUX CTPATETiil 3aCTOCOBYIOTHCS METOTU YHCETHHOTO aHali3y Ta MpOTpaMyBaHHS, IO
JI03BOJISIIOTh BUBYATH EBOJIOLII0 CHCTEMH Yy pI3HHX ClLeHapisx. Bisyamizamis pe3ysbTaTiB
OOYHCITIOBAIBHUX EKCIEPUMEHTIB TPOBOAMIIACA 3 BHUKOPHUCTAHHIM 3ac00iB KiOEPHETHYHOTO
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MOJICJIIOBAHHS, IO J03BOJIWJIO IHTEPHPETYBATH OTPHMAaHI 3aJEKHOCTI Ta BUSBISATU KIIOYOBI
3aKOHOMIPHOCTI Y IPOTUCTOSIHHI CTOPIH.

Jughepenyiiina icposa mooens Kpunmoepagpiunoi cmiikocmi 00 K8AHMOBUX 3A2PO3.

JIst AeTaIbHOTO aHAII3y MPOTUCTOSHHS TPABIiB HEOOX1THO PO3IISIHYTH KJIFOYOBI 3MiHHI, 110
OINHUCYIOTh AKTUBHI 3aCO0M KpUNTOrpaiqHOro 3aXMCTy Ta KBAHTOBUX KOMI'IOTEPIB, a TAKOX iX
B3Aa€MHUU BILIUB.

JUist KpUIITOBAIIOT Ta KBAHTOBUX KOMI'TOTEPiB BU3HAUMMO 3MiHHI.

Mg KB:

AxTtuBHi 3acobu KB:

7, (t) — eeKTHBHICTh IOTOYHOTO KPUIITOrpadiuHOro ajropuIMmy;

z,(t) — pecypcu MojepHizaiii (HAIPUKIIaI, TIepexXia Ha MOCTKBAHTOBI AITOPUTMH).

AKTHUBHI 3aCO0M KBAHTOBUX KOMII'FOTEPIB:

z5(t) — obuKCITIOBajIbHA MMOTYKHICTh KBAHTOBOT'O KOMIT'FOTEPA

7,4 (t) — pecypcu HiABUIIEHHS 00YHCITIOBAIBHOI OTYKHOCTI.

AKTHBHI 3aco0M KpunTorpadiyHOro 3aXUCTy XapaKTepU3yIOTh MOTOYHI Ta MOTEHIIHHI
MOJJIMBOCTI CHCTEM KpHUNTOrpaiyHOro 3axHCTy Yy NpOTHIAII 3arpo3am, BKJIIOYAIOYH AaTaKd
KBAaHTOBMX KOMI'toTepiB. BoHM omucyroTbcs BOMa OCHOBHMMH acnektamu. [lepmumii — we
e(EeKTHUBHICTh MOTOYHOTO KpunrorpadigHoro anroputmy. LI 3mMiHHa BinOWBae, HACKUTBKU CTIHKUH
ICHyIoUMi KpunrorpadiyHuii alrOpUT™M arak, 30KpeMa 3 BUKOPUCTAHHSAM KBAHTOBMX OOUYHUCIICHb.
Hanpuknan, anroputmu RSA T1a ECC (enminTu4Hi KpUBi) JEMOHCTPYIOTH BHCOKY CTIHKICTBH 1O
KJIACUYHHMX aTak, aje Bpa3/MBl JJs aTak 3 BUKOPUCTAaHHSIM KBAaHTOBUX KOMII'FOTEPIB, TAKUX SK
anroput™ Illopa . EdexTuBHicTh Moke OyTH BHpaxkeHa B OiTax KpuntorpadigyHoi CTIMKOCTI,
Hanpukian, 128-0itHuii AES BBaXkaeThcsl CTIHKMM /10 OUTBIIOCTI aTak, aje Horo CTiHKiCTh Mae OyTh
HeperjasHyTa B YMOBaX KBAaHTOBOI 3arpo3u. SIKIIO cucTeMa BUKOPUCTOBYE 256-OITHUI anroputM
AES nns mmdpyBaHHsS KOHQIIEHIIHHUX JaHWX, €()EeKTUBHICTh aJTOPUTMY OIIHIOETHCS 32 HOTO
3ATHICTIO 3amo0irTH aTrakd 3a 33JaHud 4Yac MpH ICHYIOUMX KBAaHTOBHUX OOYHCIIIOBAJIBHUX
MOTYXHOCTAX. [[pyruil acmekr — 1e pecypcu MojepHizalli Kpuntorpa@iuHux anropuTmis. JlaHi
pecypcH BKIIOYAIOTh BHUTpATH (TUMYacoBi, OOUMCIIOBaibHI, (hiHAHCOB1) Ha Mepexiy A0 OiIbII
3axXUIIEHUX KpunTorpadiunux cranaaptis. Hanpukian, BnpoBaakeHHS TOCTKBAHTOBUX aITOPUTMIB,
TaKUX K aJITOpUTMH Ha ocHOBI rpat (lattice-based cryptography), BuMararuMe 3Ha4HUX 1HBECTHIIIN
y HaB4aHHS (DaxiBIliB, OHOBJIEHHS O0JaJHaHHS Ta MOau(iKaIlito mporpamHoro 3adesneueHus (113).
[TpoimtocTpyeMo 1€ HEBETUKUM MpUKagaoM. CKaxiMo, opraHizalis po3risaae nepexia Ha alrOpuT™
CRYSTALS-Kyber, ceptudikoBanuii NIST sk NOCTKBaHTOBUW CTaHIApT, 1€, BIAMOBIIHO,
BHMaraTHMe 3aKyIiBJl HOBUX alapaTHUX MOJYJIiB IK(PYBaHHS Ta OHOBJICHHS TPOTOKOJIB 3B'3KY.

AHanoriuHa Jiorika MipKyBaHb cripaBeaauBa i y aktuBHuX komTiB KK. Ili 3MiHHI onucyroTh
MO>KJIMBOCTI aTakyoouoi cropoHu (Hampukinaa, KK) 3aificHeHHs oOuucieHb, HEOOX1IHI 37I0MYy
ICHYIOUMX KpunTorpapiyHux ajropuTmiB. TyT TakoX MOXHa BHIUIUTH JBa KJIHOYOBI aCHEKTH.
[epmmii aciekt — ne obuucmoBangbHa noTyxHICTh KK. Lls 3MiHHa BinoOpakae MOTOYHMNA CTaH
KBaHTOBUX OOYMCIIEHb, BKJIIOYAIOYM KIJIbKICTh KYOUTIB Ta PiBEHb IXHbOI KOT€pEHTHOCTI. Takum
YHHOM, YUM O1JIbIIIe KYOHTIB 1 BUIIA iXHS KOTE€PEHTHICTh, TUM O1IbIIIe MOKIMBOCTEH NIl BAKOHAHHS
CKJIQJIHUX OOYHCIIEHb, TAKUX SIK (PaKTOpU3allisi BETUKUX YKces a00 MOLIYK K031 y Xen-QpyHKIIAX.
Hanpuknan, kBantoBuii komn'torep Google Sycamore 3 53 kyouramu B 2019 pouii gocsr "KBaHTOBOI
nepeBaru’, BUPIIIUBIIY 3aBIaHHS, HEIOCTYIHE IS KJIACHYHUX KoMIT'toTepiB. Biamosigno, KK i3
1000 cTabinpHUMHU KyOMTaMu MOke MpoBecTH ¢akTopusaiito 2048-6iTHoro kimoua RSA 3a kinbka
TOJIMH, 110 HEMOJIJIMBO JUTSI KJIIACHYHOTO KOMITHOTEpa B PO3YMHI TepMiHHW. [[pyruii acrekt — me
pecypeu minBuieHH obuncimoBanbHOi notyskHocTi KK. Jlani pecypcu BKIIIOYarOTh BUTpAaTH Ha
po3poOky moTyxkHimux KK, Taki sk ¢iHaHCYBaHHS OCHTIKEHb, TOJIMIICHHS TEXHOJIOTIN
OXOJIO/DKEHHS 3HIDKEHHS pIBHS IIyMy, a TaKOXX OINTHMi3allisi KBaHTOBHX alNroputmiB. Tak,
HaIpUKJIaJ, CTBOPEHHS KyOHTIB Ha OCHOB1 HAJIIPOBIAHUKIB BUMAaraTUMe 3HaYHUX MaTeplaIbHUX Ta
CHEepPreTUYHUX BUTPAT. A 1HBECTHUIIIT KOMIIAHIl Yy CTBOPEHHS HOBOT'O MOKOJIIHHS KYOITIB 103BOJSATDH
MIJIBUIIATA OOYUCITIOBAIILHY MOTYKHICTh CUCTEMU 3 256 10 512 KyOITIB , 110 MpU3BEAE A0 Pi3KOTO
301IbILICHHS MOKIIMBOCTEH aTaKH.
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Toxi cuctema nudepeHniadbHUX PIBHSHBb BUITIAIATHME TaK:

Z1 = —D41Z4V1 + Cq,
Zy = —P42Z4V7 t+ Cy,
Z3 = —P23ZUq T C3,
Zy = —P24Z3Uy T Cy,
ne Dij — €DEKTUBHICTD 3aC00iB O/IHIET CTOPOHM NMPOTH 1HINOT (I aHATI30BAHOT MOJIENII OIHUCYE,

HACKUIbKH YCIIITHO PECYPCH 1 CTpaTerii O/IHiI€T CTOPOHM (HAPUKIIAl, KPUIITOBAIIOTHI CUCTEMHU 200
KK) moxyTs npotuzistu 3ycwmism npotuiexnoi croporn. s KK e moxe OyTH, Hanmpukiam,
pIBEHb CTIMKOCTI KpUNTOTpadiyHUX aJTOPUTMIB 0 3JI0MY 3 OOKYy KBAaHTOBHUX KOMIT'HOTEPIB, KU
BUPAXKAETHCS Yepe3 HMOBIPHICTh YCIIIIHOTO TOKAa3y, M0 XapaKTepU3ye 3AaTHICTh IX aITOPUTMIB Ta
00YHCITIOBAIBHUX MOTY)KHOCTEH J10J1aTH iCHYI0Y1 KpunTorpadiuHi 3aXUCTy);

Uq, Uy, V1, Vy — YACTKH PECYPCIB, IO HAMPABISIFOTHCS HA BIAMOBITHI 1T (SBISIOTH COOOIO
MIPOMOPIIii 3arajJbHOTr0 00CATY JOCTYITHUX PECYPCiB KOKHOT 31 CTOPIH (HAPHUKIIA[, KPUIITOBATIOTHIX
cuctem abo KK, siki BUAUISIOTHCS /U1 BUKOHAHHS KOHKPETHUX 3aBJaHb abo cTpaTeriil y mpoieci ix
B3aeMofii. [T KpUOTOBAIIOT YaCTKHU PECYpCiB MOXKYTh BKJIIOYATH, 30KpeMa, MUTOMHUA OOCHT,
CHpSIMOBAaHUN Ha MIATPUMKY MOTOYHUX KpumorpadiB). TaKOX, pecypc, BHALIEHI Ha PO3poOKy i
BITPOBA/KEHHSI TIOCTKBAHTOBUX KPpUNTOrpadiqHUX CTAaHAAPTIB, AKi 3MOXKYTh MIPOTHCTOSITA aTaKaMm 3
6oky KK. 1 (a6o 100%), ockiibku pecypcu oOMeXeHi, Ta iX pO3MOALT MK Pi3HUMH 3aBIaHHIMHU
noTpedye onTuMizailii B paMKax OKpeMOro 3aB/IaHHS);

€1, Cy, €3, C4 — MOXIIMBOCTI IIOTIOBHEHHS PECYpPCiB (TOOTO 34aTHICTD CTOPiH 301IBITYBAaTH OOCST
JTOCTYITHUX pecypciB, HEOOXITHHUX JJIsi BUKOHAHHS IX CTpaTeTiYHMX 3aBIaHb. JlaHi pecypcu MOXYTh
BKJIOUaTH (piHAHCOBI, TEXHIYHI, 0OUMCITIOBAIBbHI 00 KaapoBi 3aco0u, sKi 3a0e3MedyloTh CTIHKICTh
ab0 PO3BUTOK CTOPiH B yMOBax MpoTHCTOsSHHA. Hampuknaa, mis KB MOXIHMBOCTI MOMOBHEHHS
pecypciB BifoOpakaroTh 1HBECTHIIII B po3pOOKYy HOBHX KpuUOTOrpadiuHux s iHTerpamii OuIbIl
3axXHIIEHNX MPOTOKOMiB, TOomo. s KK MOKIUBOCTI MOMOBHEHHS PECYpCiB BKIIOYAIOTH PO3BHTOK
KBaHTOBUX TEXHOJIOTiH, TAKUX K 301IbIIEHHS YKcla KyOUTiB a0 MiJBUIIEHHS X KOTEPEHTHOCTI, a
TakoX (piHAHCYBaHHS HayKOBUX JOCIIKEHb JUIsl ONITUMI3allil KBAHTOBUX aJITOPUTMIB (HANpUKIa,
JUIS IPUCKOpeHHs poboTtu anroputmy lllopa ) Tormo.

Toxai ¢pyHKIIIO0 BUTpally CTOPIH MOKHA 3aIlMCaTH TakK.

JU1st KpUIITOBAJIIOT :

Ja = [2:(T) — z3(T)].

Merta xpunroBamor (KB) — MiHIMI3yBaTH BTpaTH CBOiX KpuUnTorpadiyHMX 3aco0iB 1
MaKCHMI3yBaTH LUIKO/Y, HaHeceHy obuuncioBanbHUM 3acobam KK.
Jna kBanTtoBux komm'toTepiB (KK):

Jp = [23(T) — z,(T)].

Merta KK — makcumi3zyBatu e(eKTUBHICTh CBOiX OOYMCIIEHb Ta MIHIMI3yBaTH 30MTKH Bij
koHTp3axoxaiB KB.

Monens onucye qudepeHIiaabHy rpy 3 HyJIbOBOIO CYMOIO, /1€ IMHaMiuHa B3a€MO/Iisl CTOPiH Ta
pIBHOBara BHW3HAYAIOTHCS YEpe3 ONTUMAJbHI CTpaTerii po3MoAUTy pecypciB. 3ayBaKUMO, IO
aHAJIITHUYHE PILICHHA MOXKe OyTH HEAOCTYITHUM, TOMY Oy/Je BUKOPUCTAHO iTepaliiiHuii mpouec amis
MOIITYKY PiBHOBKHOTO CTaHy, a AITOPUTM ITOOYAOBU MOKE IPYHTYBATHCS Ha IIPUHIIAIIT MAKCUMYMY
JI.C. TlonuTpsrina [14].

PesyabTaTn nociaizkeHHss Ta ix o0roBopenHsi. OCHOBHE 3aBIaHHsS OOYHCITIOBAIHLHOTO
exciepumenty (BE), pesynpraté sikoro mokasaHo Ha puc. 1, monsrajga B TOMY, II00 OLIIHUTH
JMHAMIYHY B3a€MOJIII0 CTOPIH 1 BIJIOBICTH Ha 3alUTaHHS: «SIK KPUNTOBAIIOTH aJanTylOTh CBOI
3axMCHI MexaHi3MHu y BianoBiap Ha ataku KK, 1 six KK mocumtoroTs cBoi 00uncIioBanbHi MOTY>KHOCTI
JUTSI TIOIOJIaHHS UX 3aXucTiB?». Kpim Toro, HeoOximHo B xoai BE BU3HAUNTH KITFOYOBI1 3a1€KHOCTI
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Ta BHSIBHTH, sKi (AKTOPH, 30KpeMa, pecypcu MojiepHizauii kpunrorpadii abo oOuHcIrOBaNIbHI
noty>kHocTi KK) MaroTh HalO1IbITHI BIUIMB HA PE3YyJIBTAT MPOTHCTOSHHS.

% Figure 1 - a X

Cryptocurrency vs. Quantum Computers: Dynamic Interaction with Adaptive Strategies
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"
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Pucynox 1 — Jlunamixa 3minu pecypcieé kpunmoepagiunoi cucmemu ma K8aHMoB8UX 0OUUCIEHb 8
YMOBAX NPOMUCMOAHHS

ExcniepuMeHT BKJIIOYAB 3aBIaHHSA MOYATKOBUX 3HAUYEHb 3MIHHMX (HANpHUKIIaJ, CHOYaTKy
BUCOKHI piBeHb Kpunrorpadiuynoro 3axucty z;(0)ta obuucaroBaibHUX mMOTyx)HOCTEH Z3(0).
CueHapii po3nofiny pecypciB, TOOTO TECTYBaHHS PI3HHX CTpATEriil CTOPiH, TAKUX SIK MaKCUMalbHa
KOHIIEHTpallil pecypciB Ha OJHOMY HampsMKy, Hampukial, KK mnoBHicTio (okycyeTbcs Ha
30u1bIeHH] noTyxkHocTi, a KB — Ha edekTuBHOCTI 3ac00iB O/HIET CTOPOHU MPOTH IHIIOL, IO
JI03BOJISI€ OLIIHIOBATH pealibHy 3arpo3y Ta CTYIIHb IPOTHUAI].

Pe3ynbraTv eKCliepUMEHTY 3arajjoM J03BOJISITH 3pO3YMITH JWHAMIKy B3a€MOJii CTOpiH, 1
BU3HAYUTH KIIOYOBI YMHHUKH, SKI BIUIMBAIOTh HA CTIWKICTh KPUNTOBATIOTHUX CHUCTEM, IO Yy
MOJAIBIINX JIOCTI/DKEHHAX JacTh 3MOTY PO3POOMTH KOHKPETHI MPAaKTUYHI PEKOMEHJAIil L1070
ONITUMAIILHOTO PO3TOAUTY PECYpCiB Ta BIPOBAIKCHHS aJallTUBHUX CTPATErid 3aXHCTy 3a YMOB
KBaHTOBHX 3arpo3 i KB.

Pe3ynbratu MosentOBaHHS MIPEACTABIICH] PUC. | IK THMYACOBUX 3aJIEKHOCTEH PIBHIB PECYPCIB
CTOPiH, 110 Y MPOTHCTOSHH1, TOOTO, BiAMOBIHO, KPUNITOBAIIOTHI TEXHOJIOTI] 1 KBAHTOBUX O0OYHUCIICHb.
Ha rpadikax BijioOpakeHO 3MiHH YOTHPHOX KIIFOUOBHX 3MIHHHX: KPHUIITOrpadiuHMX 3aXMCTIiB Z4 (1),
pecypciB  MoxepHizarii kpunrtorpadii  z,(t), O0OYMCITIOBaTBHHUX MOTYKHOCTEH KBAHTOBHX
KoMI'toTepiB z3(t) Ta ix pecypciB z4(t). I'padik kpunrorpadiuynux 3axuctiB z;(t) mokasye, siK
piBeHb crilikocti KB 3MiHIO€TBhCA MMiJl BIUTMBOM arak 13 OOKy KBaHTOBMX Komm'toTtepiB. Ha
MOYATKOBHUX €Tarax MPOTUCTOSIHHS IIOMITHO 3HI)KCHHS 3HAUCHb Z4 (), 0 3 aKTUBHUMHU JiSIMH OOKY
KBaHTOBUX TEXHOJIOTIH, peani3yloTh aTaKyroul CTpaTerii 13 BUCOKMM piBHeM mpiopurery. OnHak
HAsBHICTH pecypciB MojepHizauii kpunrorpadii z,(t)103Boisie KOMIICHCYBAaTH BTpATH, IO
NPU3BOIUTE 10 cTabimizanii abo HaBiTh 3pocTaHHs Z; (t) B GiIbII Mi3Hi mepioau.

Jlnnamika pecypciB MoJepHizarii z, (t) ZEMOHCTPYE iXHIO KPUTHYHY POJIb y IIPOTHCTOsIHHI. Ha
MOYAaTKOBHMX €Talax CIIOCTEPIra€ThCs MOCTYIMOBE 3HUKEHHS Z,(t) uepe3 mepepo3noaii KOIITiB Ha
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BITHOBJICHHS Ta 3aXMCT Kpunrorpadiyaux cucreM. OHaK 3al0BHEHHS PECypCiB, OMCaHe B MOJIEII,
JI03BOJISIE MIATPUMYBATH Z, (t) Ha piBHI, 1OCTATHLOMY ISl €(EKTHBHOI CTPATETIl, 110 MPOTH/IIE.
3MiHH OOYHUCITIOBAIBHHUX MOTYXHOCTEH KBAHTOBHX KOMITIOTEPIB Z3(t)BiZ0Opa)arTh iXHIO
BHUCOKY IIOYAaTKOBY €()EeKTHUBHICTh, $IKa MOCTYNOBO 3HMXKYEThCA IiJ BIUIMBOM aTrak 3 OOKYy
KPUNTOBAIOTHOI TexHojorii. [lg1 nuHamika imrocTpye eQdeKTHBHICTh aJalTHBHUX CTpaTerii
KPUNTOBAIIOTHOTO OOKY, BKJIQJICHUX Y MOCIA0JICHHS MOMKIJIMBOCTEH aTaKyl040i CTOPOHH.

Pecypcu KBaHTOBUX KOMIT'IOTEPIB Z4(t) XapaKTepH3yIOThCS aHANOTIYHOI JMHAMIKO. IXHE
BUKOPUCTAHHA ISl aTaKylO4HX il MPU3BOAUTH 10 MOCTYIOBOTO BUCHAKEHHS, IPOTE 3alIOBHEHHS
peCypCiB 103BOJISIE CTOPOHAM MIATPUMYBATHU AKTUBHICTD MIPOTATOM yChOT'O MEPIOY MOJIETIOBAHHS.

Takum 4MHOM, OTpPUMaHI Pe3yJNbTaTH AEMOHCTPYIOTh CKJIaIHy B3a€EMOIII0 CTOPIH i3 3MIHHUM
CTyIIEHEM JOMIHYBaHHS 3aJ€KHO BiJ] 3aCTOCOBYBAHMX CTpPATEriil Ta 3alI0BHEHHS PECYPCIB , a TAKOXK
MiATBEPKYIOTh, 110 aJalTHBHI CTpATErii, M0 3aJeXKaTh BiJl TOTOYHOTO CTaHY CHCTEMH, MOXYTh
3HAYHO BIUIMHYTH Ha pe3yJibTaT MPOTHCTOSHHS Ta 3a0€3MeUUTH JWHAMIYHY pIBHOBAry Mix
CTOPOHAMH.

BucnoBku. IIpoBeneHe [OCHIIPKEHHS MPOJEMOHCTPYBANO, IO PO3BUTOK KBaHTOBUX
O0YHCIIEHb CTBOPIOE 3HAUHI PU3UKH ISl OC3TMEKU KPUNTOBATIOTHUX CHCTEM, OCKUIBKH KBaHTOBI
aIropuTMH, Taki sk anroput™ Illopa MOXyTh €pEeKTUBHO OOXOAMTHU ICHYIOYI KpHUmTOorpadivHi
MeXaHi3MHU. 3amporoHOBaHA B paMKax poOOTH audepeHIiagbHa irpoBa MOJAETh IOKasaja, M0
JUHAMIKa MPOTHUCTOSHHS MIDXK KpPUITOBAIIOTAMHU Ta KBAHTOBUMH KOMIT'IOTEpAMU BH3HAYAETHCS
CTpAaTETIsIMH PO3MOLTY pecypciB cTOpiH. KITFOUOBUM BHCHOBKOM € ITiITBEPKEHHS €()EKTUBHOCTI
aJIalTUBHUX CTpaTeriid, sKi JO03BOJATH MIHIMI3yBaTH BTpaTH KpunrorpadidHoi CTIHKOCTI Ta
YIOBUIBHUTH PO3BUTOK OOYHMCIIOBATBHHUX MOTYKHOCTEH aTakytouoi croponu. OTpuMaHi B XOji
OO0YHCITIOBAILHUX EKCHEPUMEHTIB pe3yJbTaTh HAroJOUIYIOTh HAa HEOOXIJHOCTI BIPOBAKEHHS
MOCTKBAHTOBHUX KPUOTOrpadiuHUX aIrOpUTMIB Ta MOJEpHi3auii iHPPACTPyKTYpH VIS TiABUIICHHS
CTIMKOCTI IIM(PPOBUX CHUCTEM. A, KpIM TOrO, 3allpOIIOHOBaHA METOMOJOTris, HA OCHOBI PO3BUTKY
Mojenei, MmoOyJAOBaHHMX 3 BHUKOPHUCTAaHHSAM amapaTy AudepeHLiaJbHUX Irop, Moxe OyTu
BUKOPUCTaHa JUIsl MPOTHO3YBaHHS JOBIOCTPOKOBHMX CLEHApiiB PO3BUTKY KBaHTOBUX 3arpo3 Ta
BUPOOJIEHHSI TPEBEHTUBHUX 3aXO/IIB.
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MATHEMATICAL MODELING AND ADAPTATION STRATEGIES IN THE

CONFRONTATION BETWEEN CRYPTOCURRENCIES AND QUANTUM COMPUTERS

Abstract. This article is dedicated to studying the resilience of cryptocurrency systems (CCS) under new threats
associated with the development of quantum computing. A differential game model is introduced, allowing for the
formalization of the interaction between CCS and quantum computers (QC), as well as the analysis of their mutual
influence. The research methodology is based on the application of differential game theory to model the dynamics of
resource allocation between the parties and to evaluate their strategies under conditions of uncertainty and competition.
Various scenarios of confrontation between CCS and quantum computing were considered during the modeling process,
which made it possible to identify key patterns and factors that significantly affect the effectiveness of cryptographic
protection, as well as the computational capabilities of attackers utilizing QCs. Special attention is given to the analysis
of different methods for protecting digital assets under potential quantum threats. The results of the study may serve as a
foundation for developing new cryptographic security standards and adaptive protection strategies that will remain
effective amid the rapid growth of quantum computing capabilities.

Keywords: quantum computing, cryptocurrencies, cryptographic resilience, mathematical modeling, resource
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